**附件二**

**2022年11月警示案例学习**

1、2022年10月18日17时50分许，我校某学院学生刘某在宿舍玩手机时，被其同学拉进了一个QQ群，群里有人加刘某好友，对方让刘某做一单任务，做完可以拿佣金，刘某感兴趣就按照对方要求通过支付宝、网银转账和京东购买苹果充值卡的方式共计支付了48391元人民币，对方要求刘某继续转账才能返还佣金，刘某知受骗。

2、2022年10月15日19时许，我校某学院学生张某在宿舍玩手机时，通过应用市场下载了一个名为“救急快贷款”APP，通过该APP推荐又下载了名为“古典钱包”的贷款APP，后APP的客服称张某的银行卡填错，导致银行卡被冻结现需要解冻，张某信以为真按照对方要求操作，通过网银转账至对方银行卡共计6000元人民币，之后客服又称张某的银行卡二次被冻结，让张某下载了名为“语音专线”的APP，通过“陈经理”的语音客服和张某进行语音聊天，并要求继续转账，张某知受骗。

3、2022年10月14日13时28分许，我校某学院学生李某在学院宿舍时，通过抖音加了对方的微信，对方微信联系李某称买鞋子可以抽奖，后对方称李某中奖了，并以交易登记为由让李某转账，后郭某按照对方要求下载Zoom共享屏幕，通过QQ转账、网银转账的方式共计支付7098元人民币，对方继续要求李某转账，李某知受骗。

4、2022年10月6日10时许，我校某学院学生钱某在宿舍时，用手机玩“球球英雄”游戏时有一人在游戏里联系钱某，对方询问钱某是否可以出售游戏账号，钱某同意了就添加对方QQ联系，后钱某通过网银支付了1800元人民币，对方继续要求钱某转账，钱某知受骗。

5、2022年10月03日17时许，我校某学院学生赵某在宿舍被陌生QQ拉进了“抖音点赞”QQ群，赵某通过支付宝进行转账和收益，赵某在群主推荐下载一个名为”中迪联广告"的APP，并按照该APP内一人员的提示通过网银转账进行投资共计1185元人民币，后赵某未收到返还的本金及佣金时知受骗。

6、2022年9月28日15时至次日14时50分，我校某学院学生王某在宿舍里将自己的“CF”游戏账号挂在百度贴吧上出售，有一个陌生人加王某好友想要购买游戏账号，讲好交易价2500元，王某把账号给对方后，对方没有给钱，知受骗。

7、2022年9月22日10时许，我校某学院学生周某在宿舍里玩手游QQ飞车游戏，发布了求购游戏道具的信息，后有人添加周某QQ为好友，对方称有周某需要的游戏道具，但是周某的账号存在风险，需要交风险金，周某信以为真通过发QQ红包和网银转账的方式支付共计8739元人民币，后周发觉被骗。

8、2022年9月14日20时许，我校某学院学生李某在宿舍时，通过手机在"小红书"买相机,，支付完成后未发现订单，于是找卖家，卖家让李某下载了"瞩目"APP，按对方要求操作激活账户，李某通过银行卡转账给对方账户共计37000元人民币，后李某发现被骗。

9、2022年8月27日16时许，我校某学院学生张某在宿舍用手机上网时，在闲鱼上发布了一条出售鞋子的信息，随后有人在淘宝上联系尤某，对方以张某没有在闲鱼上开通商家资格，不能进行交易，现可帮其开通商家资格为由让张某通过网银转账了6000元人民币，后对方继续要求张某转账，张某知受骗。